Anti-Mohey Laundering Policy

Unilifeglobdl Limited (the ‘Compuny’) is committed to the highest stundards of Anti-Money Laundering (AML) aund
Anti-Financial Crime (AFC) including Anfi-Bribery and Corruption (ABC), Counter Terrorism Financing (CTF),
Anti-Fraud und other punishuble criminul acts. The members of the Munugement Bourd und dll employees are
reyuired to udhere to these stundards to protect the Compuny and ifs reputation from being misused for money
laundering and/or terrorist financing or other illegal purposes.

The Compuny will take meusures to prevent exposure to money laundering, to identify dreds in which money
laundering muy occur und will audhere to dll applicuble laws und regulations in dll countries where it conducts
business, or with whom it hus business relationships.

The Compuny will exumine its anti-money luundering strategies, gouls und objectives on uh ongoiny busis.
Adherence to the Company’s anfi-mohey laundering Policy is the responsibility of all management and employees.

1. Terms and Definitions
The Company means Unilifeglobal Limited.

Customer Due Diligence (‘CDD’) medans identifying the customer and verifying the
customer’s identity on the busis of documents, data or
informution obtuined from u reliuble und independent
source; or where there is u beneficiul owner who is hot
the customer, tuking udequute meusures, on u
risk-sensitive busis, to verify the identity of the beneficiul
owner, includiny, in the cuse of u legul person, frust or
similar legal urrangement, measures to understund the
ownhership und control structure of the person, trust or
drrangement; und obtuining information on the purpose
und infended nuture of the business relationship.

Enhanced Due Diligence (‘EDD’) enhhunced customer due diligence meusures und
enhunhced onhyoihg monhitoring that must be applied
where the customer has not been physically present for
identificution purposes or where d relevunt person
profposes to have a business relationship or carry out an
occusional fransaction with a politicully exposed person.

JMLSG Guidance Notes Joint Money Luundering Steering Group ‘Prevention of
Money Laundering/Combuting the Finuncing of
Terrorism” guidance hotes.

Local Regulations laws and regulations applicuble in the relevant Country.

Money Laundering Mmeuns un act that falls within section 340 (11) of the
Proceeds of Crime Act 2002.

Politically Exposed Person (‘PEP’) Mmeuns u person that fdlls within the definition contuined
within the Money Luundering Regulations 2007 Schedule
2, section 4.
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A PEP is un individudl who is or has been entfrusted with a
prominent public function in a state other than the U.K.,
an EU Institution or un international body:; their
immediute family members, spouse, purther und close
ussociutes; who may be potentially abused for the
purpose of committing money laundering (ML) offences
and related predicate offences, including corruption
and bribery, us well us conducting activity related to
terrorist financing (TF).

Regulator meuns the Financiul Conduct Authority CFCA’) oru
Home State Regulutor or authority in a country or
Territory outside the U.K.

Regulations medans dll statutes, statutory instruments, orders,
regulations, guidunce und codes of practice (whether
or hot having the force of law) in force from time to time
which may apply to the parties in the conduct of their
busihess including without limitation the requirements,
rules, regulations, guidunce and codes of practice of
the Fihancial Services and Markets Act 2000, any
Reygulator, the Money Laundering Regulations 2007, the
Terrorism Order und the JMLSG Guidunce Notes.

Restricted Person shull have the meuning yiven to it in the Terrorism Order.

Terrorism Order means the Terrorism (United Nations Measures) Order
2009 No. 1774 und any orders, regulations, codes of
practice, instruments or other subordinute leyislution (us
defined in section 21 (1) of the Interpretution Act 1978)
which umends, extends, consolidates or replaces the
same (whether or not having retrospective effect).

2. Introduction

2.1 The Proceeds of Crime Act 2002, the Terrorism Act 2000 und the Money Laundering Regulations 2007 pluce
obligutions on the Compuny und its employees with respect to suspected money laundering, the key points
being:

2.1.1 The reporting und detection of suspected money laundering.

2.1.2 Any member of munugement or employee who suspects money luundering uctivity must report this
promptly to the Compauny’s Money Laundering Reporting Officer (MLRO") (see uttached reporting
form in order to record uny suspicions of activity/suspicious activity).

2.1.3 The Mohey Laundering Regulations ure complex und detdiled. In the cuse of any doubt arising with
regurd to to the requirements of this leyislation, pleuse refer to the document uvdilable on
www.legislation.gov.uk/uksi/2007/2157 /contents/made or please request further information from
the MLRO.

3. Objectives of this Policy

3.1 The standurds set out in this Policy are minimum reyuirements bused oh upplicuble legul und regulatory
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4.1

4.2

4.3

5.1

6.1

6.2

6.3

reyuirements and apply fo the Company, its management and employees. These requirements are infended
to prevent the Compuny, its management, employees und clients from being misused for money launderinyg,
terrorist finuncing or other finuncial crime. This Policy establishes the general framework for the fight aguinst
monhey laundering und the financing of terrorism.

Application

The Policy applies to dll maunagement and employees, und sets out procedures for the reporting of suspected
monhey laundering activities with the dim of reducing potential criminal activity. The Policy defines procedures
that will assist the Company to comply with its legal obligations.

Wherever local regulations are stricter than the regyuirements set out in this Policy, the more stringent standard
is the one that must be applied. If any applicable laws are in conflict with this Policy, the MLRO must be
cohsulted in order to resolve the conflict.

If the minimum reqyuirements set out in this Policy cunnot be dpplied in a certuin country because applicution
would be dguinst local law, or regulation, or cannot be enforced due to other thun legal redsons, the
Compuny hus to ussure that it will not:

4.3.1 enter into a business relationship;
4.3.2 continue d business relationship;
4.3.3 curry out any transactions.

Minimum requirements of the Policy

Fdilure to comply with the procedures defined within this Policy muay leud to disciplinary action in line with the
Compuny’s Disciplinary Procedures.

What is Money Laundering?
‘Money luundering’ is a ferm used which relates to offences involving the proceeds of crime or terrorism funds.
The followiny ucts ure defined us ‘primary acts’ of money luunderiny:

6.2.1 Conceudlinyg, disguising, converting or transferring criminal property or removing such property from
the UK (section 327 of the Proceeds of Crime Act (POCA) 2002).

6.2.2 To enterinto or become concerned in un urraungement which the relevant person knows or suspects
will assist the acquisition, retention, use or control of criminul property or on behalf of unother person
(POCA section 328).

6.2.3  Acyuiring, using or possessing criminal property.

Money Laundering is the introduction of assets derived from illegal und criminul activities (predicate offences)
info the legdl, finunciul und business cycle. Offences ure for exumple the forgery of money, extortionate
robbery or druyg crime us well us fraud, corruption, orgunised crime, or terrorism und so on. Predicute offences
for money laundering ure defined by locul luw.

Failure to disclose and ‘tipping off’

6.3.1 There ure two ‘secondary’ offences which relate to the fdilure to disclose uny of the three primary
acts detailed in section 6.2 and ‘tippiny off’ (POCA section 330).

6.3.2 Tippiny off’ is where someone informs U person or persons involved in, or suspected to be involved in
money luundering ducts, in such u way us to reduce the likelihood of their beiny investigated.
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8.2
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8.4

8.5

8.6

The three stuges of money luaunderiny

6.4.1 ‘Placement” is the introduction of illegully obtuined monies or other valuubles into financial or hon-
financial institutions.

6.4.2 ‘Layering’ is the sepuruting of the proceeds of criminul activity from their source through the use of
layers of complex finuncidl transactions. These layers aure designed to hamper the audit trail,
disguise the origin of funds und provide anonymity.

6.4.3 ‘Intfegration’ is the plucing of the laundered proceeds buck into the economy in such a way that
they re-enter the financial system us appurently legitimate funds.

These “stages” are not static and overlap broudly. Fihancidl institutions may be misused at any point
in the money luunderinyg process.

It is important that all management and employees dare aware of their responsibility to report any suspicions
of money laundering uctivity as detdiled within this Policy (see section 8, 'Reporting’). All munagement aund
employees have a responhsibility to uct promptly and to report uny suspicions to the MLRO in order to prevent
uny breuch of leygislution which could result in serious criminal penalties.

The Money Laundering Reporting Officer (‘MLRO’)

The person hominuted to receive disclosures ubout money laundering activity is the MLRO. The MLRO will deal
will all disclosures confidentidally and make decisions on reporting the activity to the Serious und Orgunised
Crime Agency (SOCA) in the uppropriate munner. All reports will be retuined for five yeurs.

The MLRO for Unilifeglobal Limted is Stephen Conway: stephen.conway@unihealthandlife.com
Reporting

Any person who suspects money laundering activity (the ‘suspicious activity’) should report their suspicions
promptly fo the MLRO using the form aftached (see the reporting form for completion by the Money
Laundering Reporting Officer, which appedars on puage 6 of this document and is referenced AML Form 1 - 'The
Disclosure Report'.). Upon receipt of the report, the Mohey Luundering Reporting Officer may contuct the
reporting person directly to discuss the content of the report us required.

No further enquiries should be made about the suspicious uctivity ufter reporting to the MLRO for action. It is
essential that no subsequent proyress should be mMade in any fransaction relating to the suspicious activity,
without first obtuining authorisation from the MLRO.

No disclosure should be made to uny other person, whether inside or outside the Company, that would
indicute suspicions of money laundering. Any person reporting a suspicious dctivity should hot discuss the
matter with others or hote on file that a report hus been mude to the MLRO s this may result in the suspect
becominy uwure of the situation (‘tipping off’).

The MLRO will promptly evaluate any Disclosure Report fo determine whether it should be reported to the
SOCA.

The Money Laundering Reporting Officer will, if necessary, promptly report the matter to the SOCA. Any report
made should be executed in the prescribed munner using the stundurd electronic report form avdiluble viu
WWW.SOCU.goV.UkK.

Failure to report a disclosure to SOCA without reasonhable grounds is considered d criminal offence. All
disclosures will be retained on file for five yeurs.
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Customer Due Diligence (CDD)
The Compuny is required to curry out the following medsures:

9.1.1 To identify the customer and verify the customer’s identity on the busis of documents, data or
information obtuined from d reliuble and independent source.

9.1.2  Where there is u beneficiul owher who is hot the customer, to identify the beneficial owner und take
audeqyuute meusures, on d risk-sensitive busis, to verify the identity so that the relevant person is
sutisfied that he knows who the beneficiul owner is. This includes, in the cuse of u legul person, frust
or similar legul arrangement, measures to understund the ownership und control structure of the
person, trust or urrangement.

9.1.3  To obtdin informution on the purpose and intended nature of the business relutionship.

Identification documentation mMust be retuined for five yeurs ufter the end of the business relationship.
Enhanced Due Diligence (‘EDD’)

The extent of enhunced due diligence meusures that the Company undertakes is determined on u
risk-sensitive busis.

The Compuany is required to demonstrate that the extent of the enhanced due diligence medusures it applies
is commensurute with the money-laundering und terrorist finuncing risks it fuces or it hus identified.

In dll cuses, the MLRO must be consulted where it is determined thut EDD is required.

Where the customer hus not been physicully present for identfification purposes, specific und udeyuute
measures Must be taken to compensate for the higher risk, for example, by gpplying one or more of the
following meusures:

10.4.1 ensuring thut the customer’s identity is estublished by additional documents, data or information;

10.4.2 supplementury meusures to verify or certify the documents supplied, or reyuiring confirmatory
certification by a credit or finuncial institution which is subject fo the money laundering directive;

10.4.3 ensuring that the first payment is curried out through un uccount opened in the customer’s hume
with a credit institution.

A relevunt person who proposes to have a business relationship or carry out an occusional fransaction with a
politicully exposed person must:

10.5.1 huve upprovul from senior manugement for estublishing the business relutionship with that person;

10.5.2 tuke adeyuute measures to estublish the source of wedlth and source of funds which dre involved in
the proposed business relutionship or occusional transaction; and

10.5.3 where the business reldationship is entered into, conduct enhanced ongoing monitoring of the
relationship.

Guidance and Training
The Compuny will make ull muhugement and employees awdare of the requirements and obligations placed

onh the Compuny und oh themselves ds individudls by anti-money laundering leyislation und where deemed
uppropriate und proportional, give targyeted training to those most likely to encounter money laundering.
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AML Form 1 CONFIDENTIAL

Disclosure Report

PART A

Report to the Money Laundering Reporting Officer

To

From (insert name
of employee)

Ext/Telephonhe number

Urgent?

Date by which response
needed

Money Luundering Reporting Officer

Yes No

dd/mm/yyyy

Details of Suspected Offence

Numes(s) und
uddress(es) of person(s)
involved:

(If o compuny/public
body, pleuse include
detdils of nature of
business.)

Nature, value und
timing of uctivity
involved:

(Pleuse include full
detdils e.y. explduin
what, when, where und
how the uctivity
occurred. Continue on
a sepurute sheet if
necessary.)
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Nature of suspicions
regurding such uctivity:

(Please continue oh u
sepurdate sheet if
necessary.)

l e® AML Form 1 CONFIDENTIAL

Disclosure Report

Has any investigation been undertaken (us fur us you ure uwure)? Yes

If ‘Yes’, pleuse include
detuils:

No

Have you discussed your suspicions with anyone else? Yes

If ‘Yes’, pleuse specify,
expluining why such
discussion wus
necessury

No

Huve you cohsulted any supervisory body guidunce Yes

regarding mohey laundering? (e.y. the FCA)

If ‘Yes’, pleuse include
detuils

Sighed

No

Date

Please do not discuss the content of this report with anyone you believe to be involved in the suspected money laundering activity
described. To do so may constitute a tipping off offence, which carries a maximum penalty of five years’ imprisonment.
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mil ife® AML Form 1 CONFIDENTIAL

Disclosure Report

PART B

For completion by the Money Laundering Reporting Officer (MLRO)
THE FOLLOWING PART OF THIS FORM IS FOR COMPLETION BY THE MLRO

Dute report received dd/mm/yyyy

Dute receipt of report
acknowledyged

dd/mm/

=
B>
>

VAVAVA

<
<
N
>
~

Consideration of Disclosure

Action Plun

Outcome of Consideration of Disclosure

Are there reusonuble
grounds for suspecting
money laundering
activity?

If there ure reusonuble grounds for suspicion, will u report be mude to SOCA? Yes No

If ‘Yes’, pleuse confirm
dute of report to SOCA dd/mm/yyyy

Detuils of liuison with
SOCA reygurding the
report

Notice Period to

Morutorium Period fo
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mil ife® AML Form 1 CONFIDENTIAL
Disclosure Report

Is conhsent required from SOCA for any ohgoing or imminent transactions Yes No
which would otherwise be ‘prohibited ucts’?

If *Yes’, pleuse confirm

full detuils

Dute consent received from SOCA dd/mm/yyyy
Dute consent given by you to employee dd/mm/yyyy

If there are reusonuble
grounds to suspect
money luundering, but
you do hot intend to
report the mutter to
SOCA, pleuse set out
below the reuson(s) for
non-disclosure

Dute consent given by you to employee
for any ‘prohibited uct’ fransactions to proceed dd/mm/yyyy

Other relevant
information

Sighed Dute

THIS REPORT TO BE RETAINED FOR AT LEAST FIVE YEARS
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